
When the refresh is complete, “Role Refresh Complete” appears in the last line of the log.

Tip: The log file is view only. The file is stored in your database unless you designate another
location in Sites & settings. For more information, see Role Refresh on page 19.

4. Click Return. You return to Roles.

Task Groups
In Task groups, you create and edit task groups for feature permissions for administrative tasks. These
permissions include the features accessible from the menu bar, such as Site explorer and
Administration. Task groups do not determine who has task rights. Task groups simply organize rights
to associate with a role in Security assignments. You associate task groups with roles so users can
perform tasks on the website. For example:

• The Web Designer may create web pages from start to finish and needs assistance from co-
workers. You can associate the Web Designer role with a task group that has security rights to all
areas of the program.

• The Director of Special Events may update last year’s golf tournament web page with this year’s
information. You can associate the Event Managers role with a task group that has security rights to
create and edit parts. This allows the Director to update the Event Registration Form part with this
year’s information.

It is important to remember that task groups are not directly connected to user records or roles.

Note: In Roles, you include user records in groups. In Task groups, you organize related rights for
feature permissions. In Security assignments, you associate roles and task groups to apply security for
a site. For information about Roles and Security assignments, see Roles on page 15 and Security
Assignments on page 29.

Show Me: Watch an overview of security in Blackbaud NetCommunity.

Edit a task group
When you edit a task group, you can edit the properties for the task group and you can associate a
role with the task group to assign security.

1. In Users & security, click Task groups. Tasks groups appears.
2. Select a task group and click Click here to edit this task group. The Task Group Editor page

appears.
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SecurityAssignments
In Security assignments, you associate roles and task groups to apply security to a site. This informs the
program who is granted what rights and where the security applies. For example, you can associate an
Events Team role with an Events Team task group for the Charleston site.

When you only host one website, you associate roles and task groups to apply security, but all security
assignments apply to the default site.

When you host multiple websites, you associate roles and task groups and apply the assignments to
sites. You can apply security assignments to default, parent, or child sites. When you apply an
assignment to a parent site, you can select whether its child sites inherit the security.

Note: Only users with Supervisor rights can view and manage Security assignments.

Show Me: Watch an overview of security in Blackbaud NetCommunity.

Create a security assignment
1. In Users & security, click Security assignments. Security assignments appears.
2. Click New security assignment. The New security assignment screen appears.

3. To create a security assignment that applies globally to your entire website, select
Organization tasks assignment.
a. In the Role field, select the role to associate with the organization task group.
b. In the Organization Tasks Group field, select the task group with the global task rights to

apply to the role.
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Edit a security assignment
1. In Users & security, click Security assignments. Security assignments appears.
2. Select the security assignment and click Click here to edit this security assignment. The Edit

security assignment screen appears.

3. Make changes as necessary. The items on this screen are the same as the New security
assignment screen. For information, see Create a security assignment on page 29.

To edit a role for a security assignment, see Edit a role on page 17. To edit a task group for a
security assignment, see Edit a task group on page 21.

4. Click Save. You return to Security assignments.

User Imports
With User imports, you can import constituent information exported from The Raiser's Edge to create
website users. In User imports, you select the file to import and whether to schedule the import for a
later date. We recommend only Administrators or users with Supervisor rights access User imports.

Note: The import file must be a comma-separated values (*.csv) file, and its first row must contain the
field names. To import the user information correctly, each record in the import file must contain the
user’s first and last name, email address, and System Record ID. You can also import user names and
passwords for all users in the import file, or the program can automatically generate this information
during the import.

Warning: The ID required for the import file is the System Record ID, not the Constituent ID or
Import ID.

Warning: Before you import users into your database, we strongly recommend you back up your
database and verify the import file contains correct information. After the program processes the user
import, you cannot undo the import or globally delete the imported user information from your
database.

On the Settings tab in Sites & settings, you can set how often the program runs the process to import
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user information. For information about how to configure the user import process, see the
Administration Guide.

Warning: Use User imports to import constituent information only. Do not use User imports to
import education record information exported from Blackbaud Student Information System.

If you selected the Require complex passwords checkbox in Sites & settings, the passwords assigned
to records you import must also meet the complexity requirements.

Create a user import
1. From Users & security, click User imports. User imports appears.
2. Click New user import. The Properties screen appears.

3. In the Name field, enter a name for the user import so users can quickly identify the
information in User imports.

4. In the Description field, enter any additional information to identify the user import, such as
an explanation of the users imported.

5. Click Next. The User Import Wizard page appears.
6. Select the Upload File tab.

7. In the Load File frame, in the File field, enter the path to the *.csv file to import. To map to the
location of the import file, click Browse and use the Choose File screen.

32 CHAPTER 1



Note: At a minimum, the imported *.csv file must contain the constituent’s first and last name, email
address, and system record ID, and its first row must contain the field names. You can export a *.csv
file of this constituent information from The Raiser's Edge. For information about how to export data
from The Raiser's Edge, see The Raiser’s Edge Query and Export Guide or the Export section of the help
file in The Raiser’s Edge.

Warning: The ID required for the import file is the System Record ID, not the Constituent ID or
Import ID.

8. Click Upload. The Uploaded File Details frame and field mapping grid appear.

Note: Under Uploaded File Details, the File Name field displays the selected import file. To import
a different file, click Replace this file. The Load File frame appears.

9. In the field mapping grid, the Import Field column displays the fields required to import
users into the program. For each import field, in the File Field column, select the field of the
import file to import information from.

Note: When you upload an import file, the program automatically attempts to match field names in
the import file with the fields required to import to users into the program. You can adjust the
automatically mapped fields as necessary.
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a. In the Last name and First Name fields, select the field names in the import file that
contains the last and first name of each user.

b. In the Email Address field, select the field name in the import file that contains the email
address for each user.

c. In the Username field, select the field name in the import file that contains the user name
for each user or, to automatically generate user names, select the format to use for the user
names, such as “<Last name> <First Name>.”

If you select a user name format, specify how the user name appears. In the <Last name>
includes and <First Name> includes fields, select whether to use all characters in the name
or only the first specific number of characters. In the Separate <First Name> and <Last
name> with field, select the character to separate the first and last names in the user name.
You can select to display a space, a period, a dash, or an underscore, or you can select to
display no separation. Next to the Username field, the Sample field displays how user
names appear with the selected format.

d. To prevent duplicate user names, select Ensure unique usernames. When you select this
checkbox, the program adds a number to the end of any user name that already exists in the
program or is included elsewhere in the import file.

e. In the Password field, select the field name in the import file that contains the password for
each user or, to automatically generate passwords, select “<Autogenerate>.”

f. In the The Raiser’s Edge System Record ID field, select the field name in the import file
that contains the system record ID for each user.

Tip: If an invalid ID is processed in User imports, the user appears as a new user when you download
sign-up requests in The Raiser's Edge. For more information about sign-up requests, see the
Blackbaud NetCommunity & The Raiser’s Edge Integration Guide.

10. Select the Preview Import tab or click Next.

Note: If you exit the User Import Wizard page after you upload an import file but before you add the
import to the queue, you can return to the user import from User imports. The Status column for the
import is blank. For information about how to view a user import, see View the tabs of a user import
on page 36.
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11. Under Summary of Uploaded File, view the total number of records included in the import
file and how many of those records are valid and how many contain exceptions.

12. Under Filter List By, enter the exception status of the records to view. You can select to view
all valid records, all exceptions, or all with a specific exception status. To view all records in
the import file, regardless of exception status, leave the Status field blank. For information
about the exception status, see User Import Exception Reasons on page 39.

13. Click Go. In the grid, records in the import file that match the entered filter criteria appear.
Make sure the fields are mapped correctly.

In the Exception reason column, view the cause for any exceptions in your import file, such as
“This record is already linked to a Blackbaud NetCommunity user.” For more information
about user import exceptions and their causes, see User Import Exception Reasons on page
39.

If the constituent record does not match the constituent in the Last name and First name
columns or if No constituent record found appears, return to the Upload file tab and make
sure you select System Record ID in The Raiser’s Edge System Record ID field, not the
constituent ID or the import ID.

Note: The grid can display up to 50 records at a time. If you import more than 50 records, click Prev
or Next to page through the results, or select the page number to view.

14. Select the Import File tab or click Next.

15. Under Options for Processing Import, in the Process scheduling field, select when to
process the user import.
• To add the user import to the queue immediately when you click Queue Import, select
Queue for processing.
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• To add the user import to the queue at a later date when you click Queue Import, select
Queue for processing on or after and, in the field, click the calendar and select the date to
add the process to the queue.

16. For Send email, select whether to automatically send an email to the new users added during
the import.
• To not automatically send an email to the new users, select Do not send email after
processing import.

• To automatically send an email to the new users, select Send email after processing import
using the following email template. TYou can select any template with a data source of
Registered Users. For more information about email templates, see the Email Guide.

Note: Regardless of your selection for Send email, when the program imports the user information,
it automatically creates a email list that contains the new users added during the import. The email
list is associated with the site you are logged in to when you run the import process. You can use it to
send future email to these users. For information about email lists, see the Email Guide.

17. Click Queue Import. You return to User imports.
• If, under Options for Processing Import, you select Queue for processing, the program
imports the user information during the next scheduled user import process, as specified on
the Settings tab in Sites & settings.

• If, under Options for Processing Import, you select Queue for processing on or after, the
program imports the user information on or after the selected date, in accordance with the
user import process settings selected on the Settings tab in Sites & settings.

Note: For information about the user import process settings on the Settings tab in Sites & settings,
see the Administration Guide.

View the tabs of a user import
1. From Users & security, click User imports. User imports appears.
2. Under Filter List By, enter the criteria of the user import to view. You can enter the import’s

name or status. For information about the import status, see User Import Status on page 38.

3. Click Go. In the grid, user imports that match the entered filter criteria appear.

Note: The grid can display up to 50 results at a time. If you have more than 50 results, click Prev or
Next to page through the results, or select the page number to view.

4. Next to the user import to view, click Click here to edit this import. The User Import Wizard
page appears.

5. If the Status column for the user import is blank or “Queued,” the User Import Wizard page
includes the Upload File, Preview Import, and Import File tabs. For information about how to
complete these tabs, see Create a user import on page 32.

Note: You cannot change a user import with a status of “Queued.” To adjust a user import with a
status of “Queued,” such as to correct any exceptions, you must first cancel the user import. For
information about how to cancel a user import, see Cancel a queued user import on page 37.
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If the Status column for the user import is “Imported” or “Exceptions,” the User Import
Wizard page includes the Status and Results tabs.
• On the Status tab, view details about the current status of the import, such as the date, time,
and duration of the import; how many records the import contained and how many records
imported successfully and how many did not; and whether the program sent email to the
imported users.
If the user import contains exceptions, click Download Exceptions to create a *.csv file of the
exceptions. The *.csv file includes a column to explain the reason for each exception. For more
information about user import exceptions and their causes, see User Import Exception Reasons
on page 39.
• On the Results tab, view the user information that imported correctly and any exceptions. If
information does not import correctly, the Results tab displays the reason for the exception.

Note: To view the properties of the user import, click Properties on the action bar. The user import
Properties screen appears. You can adjust the name or description of the user import as required.

6. Click Return. You return to User imports.

Cancel a queued user import
You cannot change a user import with a status of “Queued.” To adjust a user import with a status of
“Queued,” such as to correct any exceptions, you must first cancel the user import.

1. From Users & security, click User imports. User imports appears.
2. Under Filter List By, enter the name of the user import to cancel, or in the Status field, select

“Queued.”

3. Click Go. In the grid, user imports that match the entered filter criteria appear.
4. Next to the user import to cancel, click Click here to edit this User Import. The User Import

Wizard page appears.

5. Select the Import File tab.
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6. Click Cancel Import. The user import is removed from the queue and the Queue Import
button appears.

7. Adjust the user import as required. For information about how to create a user import, see
Create a user import on page 32.

8. Click Return. You return to User imports.

Delete a user import
1. From Users & security, click User imports. User imports appears.
2. Under Filter List By, enter the criteria of the user import to delete. You can enter the import’s

name or status. For information about the import status, see User Import Status on page 38.

3. Click Go. In the grid, user imports that match the entered filter criteria appear.

Note: The grid can display up to 50 results at a time. If you have more than 50 results, click Prev or
Next to page through the results, or select the page number to view.

4. Next to the user import to view, click Click here to delete this User Import. A message
appears to confirm the deletion of the user import.

5. Click OK. You return to User imports. The grid no longer displays the user import.

User Import Status
After you create a user import, you can view its current status in User imports. The Status column
displays the status of each user import. Under Filter List By, you can also select the status of the user
imports to view in User imports.

• “Imported” – The program imported the user information and successfully added the new users.
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• “Queued” – The user import is in the queue to be imported. When you create a user import, you
specify whether to import the users during the next scheduled import process or at a future date.

• “Exceptions” – The program attempted to import the user information but failed, such as if all
records contained errors, or the import file contained no valid records.

• No status – If the Status column is blank for a user import, the import is created but not yet in the
queue.

User Import ExceptionReasons
After you create a user import, you can view its exceptions, or records that do not import correctly, in
User imports. You can also view the reason for each exception.

• Before you add the import to the queue, you can view its exceptions on the Preview Import tab of
the User Import Wizard page. Under Summary of Uploaded File, the Records with exceptions
field displays how many exceptions the import file contains. In the grid, the Exception reason
column explains why each exception will not import.

• After you add the import to the queue, you can view its exceptions on the Status tab of the User
Import Wizard page. In the Status frame, the Exceptions field displays how many exceptions the
import file contains. To view a *.csv file of the exceptions, click Download Exceptions. The *.csv
file includes the user information that did not import and a column to explain the reason for each
exception.

Exceptions can occur for multiple reasons.

• “Required field missing” – The import file does not contain one or more required fields.

• “Invalid field value” – The email address or System Record ID in the import file is invalid or in an
invalid format.

• “This record is already linked to a Blackbaud NetCommunity user” – The constituent imported from
The Raiser's Edge is already linked to a user in Blackbaud NetCommunity.

• “This login is in use” – The user name specified or generated in the user import already exists in
the program.

Before you add the user import to the queue, you can upload a corrected import file or adjust the field
matching to resolve the exceptions. If you import a file that includes exceptions, the program imports
only the valid records and ignores the exceptions.
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